Cybersecurity Management

Securing an organization's data requires a combination of technical skills, innovative concepts and managerial acumen. The Master of Cybersecurity Management at Washington University is a 30-unit part-time program designed for working professionals. This program was developed with one critical goal: to educate professionals about how to manage the people and resources required to perform these tasks and to lead the cybersecurity functions of various organizations.

The curriculum provides students with the knowledge needed to protect from, defend against, respond to and recover after cyber threats. Graduates of this program will be equipped to design, engineer and assess global cybersecurity problems while maintaining the vision and strategy of the enterprise.

1. Graduate Certificate (15 units, 10-15 months to complete)
2. Part-time Master's Degree (30 units, 2.5 years+ to complete)

Contact: Kim Simpson
Phone: 314-935-2594
Website: https://sever.wustl.edu/degreeprograms/cyber-security-management

Faculty

Program Director

Joe Scherrer
Director of Graduate Studies, Cybersecurity Management and Information Systems Management
MS, Boston University

For a list of our program faculty (https://sever.wustl.edu/faculty), please visit our website.

Requirements

Master of Cybersecurity Management

Total units required: 30

In order to earn the degree/certificate, a student must have a cumulative grade-point average of at least 2.70 over all courses applied toward the degree/certificate.

<table>
<thead>
<tr>
<th>Code</th>
<th>Title</th>
<th>Units</th>
</tr>
</thead>
<tbody>
<tr>
<td>CYBER 560</td>
<td>Cybersecurity Technical Fundamentals (*)</td>
<td>3</td>
</tr>
</tbody>
</table>

(*) Courses required to earn a 15-unit Graduate Certificate in Cybersecurity Management.

(**) The bridge course is offered for students with limited to no cybersecurity background. The successfully completed course will count toward the 9 required elective units.